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1
Decision/action requested

This document proposes to add conclusion on KI #5.
2
References

NA
3
Rational
Conclusion on KI #5 is proposed.
The KI #5 proposed a general requirement on NF-NF authorization that “An NF shall validate whether a requesting NF is authorized to request a given service”.  Hence, how to verify the instance ID of the requesting NF is also covered in the KI #5. 
Currently, SA3 and CT groups do not specify that when to allocate the certification, and what shall be included in the NF certification. Therefore, based on the certificate of the NF consumer, NF producer can not verify the NF instance ID of the NF consumer. From the security point of view, Solution #25 can be used here by combing the certificate and Oauth authorization mechanism, in order that the NF producer can validate whether the instance ID of the NF consumer in the access token is the same one of the requesting NF.
4
Detailed proposal

***
BEGIN CHANGES
***

7.X
Conclusion on KI #5 
The KI #5 is about support for NF-NF authorization. 
It is concluded that solution #25 supporting the NF consumer instance ID verification as an enhancement for OAauth authorization will be recommended during the normative work, allowing the NF producer to validate whether the instance ID of the NF consumer in the access token is the same one of the requesting NF, which is still not supported in Rel15.
**
END OF CHANGES
***
